
NIS2 IT risk 
Workshop

The first part of the workshop focuses on 

understanding your daily operation and the role 

IT plays in this. By understanding this relationship, 

we get a better understanding of the risks the 

organization is facing regarding business continuity 

and public safety. We will investigate different 

scenarios and attack vectors to understand where 

your organization has room for improvement.

The second part of the workshop focuses on the 

specific IT components your organization currently 

uses to protect its operation and IT landscape. We 

will look at the different systems used for storing and 

processing data as well as systems used for access 

control. We will compare current practices against 

modern security principles to understand where 

there is room for improvement.

The workshop concludes with a report indicating the 

risk areas of your organization in relation to cyber 

security and will provide indications for systems to 

further investigate or improve on in order to become 

more resilient. 

Benefits of the NIS2 workshop
+ � �Clear overview of your operational risks in relation 

to IT

+ � �Indication of focus areas for your full NIS2 risk 

assessment

+  �Understanding common attack scenarios

+ � �Indication of IT components that require attention 

when mitigating risk

+ � Understanding of modern security approaches

In order for the workshop to be successful, different 

stakeholders from your organization need to 

participate. Ideally, the following roles will participate 

in the workshop:

• � Business / operations representative 

• � CISO, CTO or delegate

• � Risk / compliancy manager 

• � �Security or (C)IAM team representative, Enterprise 

Architect, head of IT or similar role

For information please contact:  
info@booleans.com

In order to get prepared for the NIS2 legislation, organizations need to perform 

a risk assessment to find out how resilient they are against cyber attacks. 

Understanding the scope of this risk assessment can be a challenging task in 

itself for organizations that do not have a core focus on IT technology. Especially 

when it comes to IT security, specialized knowledge is required. For this reason, 

Booleans offers a NIS2 IT risk workshop. In this half day workshop, consisting of two 

parts, we will guide your organization to understand the starting points of the risk 

assessment. 


